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[bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc19197271][bookmark: _Toc27896424][bookmark: _Toc36192591][bookmark: _Toc37076322][bookmark: _Toc45194768][bookmark: _Toc47594180][bookmark: _Toc51836811][bookmark: _Toc75429195]4.1	General requirements
It shall be possible to apply policy and charging control to any kind of 3GPP and non-3GPP accesses defined in TS 23.501 [2].
The policy and charging control framework shall support the roaming scenarios defined in TS 23.501 [2].
The policy and charging control shall be enabled on a per slice instance, per DNN, or per both slice instance and DNN basis.
NOTE:	In single PCF deployment, the PCF will provide all mobility, UE access selection and PDU Session related policies that it is responsible for. In deployments where different PCFs support N15 and N7 respectively, no standardized interface between them is required in this release to support policy alignment.
[bookmark: _Hlk498875249]The policy and charging control framework shall fulfil non-session management related requirements as defined in clause 4.2, and session management related requirements as defined in clause 4.3 and network slice related requirements as defined in clause 4.4.
The network slice specific policy control is supported if the S-NSSAI is subject to specific network slice data rate limitation control as defined in clause 4.4.
[bookmark: _Toc75429221]* * * * Second change * * * *
4.4	Network slice specific related policy control requirements
The network slice specific related policy control requirements for the PCF includes:
-	Limitation of the data rate control per S-NSSAI per network slice.
The policy control for data rate per network slice by the PCF is defined in clause 6.1.4.
[bookmark: _Toc75429249][bookmark: _Toc75429293]* * * * Third change * * * *
6.1.1.3	Policy decisions based on network analytics
Policy decisions based on network analytics allow PCF to perform policy decisions taking into account the analytics information provided by the NWDAF. The PCF performs discovery and selection of NWDAF and subscribes/unsubscribes to Analytics information as defined in TS 23.288 [24]. In addition, the AMF and/or SMF may include, in the AM/SM Policy Association establishment or modification procedures, the list of NWDAF instance IDs used for the UE or the PDU Session and their associated Analytic ID(s) consumed by the AMF or SMF respectively. tThe PCF may select those NWDAF instances as the ones to subscribe for their associated analytic ID(s) for the UE for which those AM/SM Policy Associations are related to or may perform NWDAF discovery if the NWDAF for an Analytics ID not provided by the AMF or SMF is needed.
The following Analytics IDs are relevant for Policy decisions: "Load level information", "Service Experience", "Network Performance", "Abnormal behaviour", "UE Mobility", "UE Communication", "User Data Congestion", "Data Dispersion" and "WLAN performance":
-	The PCF may subscribe to notifications of network analytics related to "Load Level Information" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Load level information", the Analytics Filter "S-NSSAI" and the Analytics Reporting Information set to a load level threshold value. The PCF is notified when the load level of the Network Slice Instance reaches the threshold.
	The NWDAF service to retrieve the Load Level Information is described in clause 6.3 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Service Experience" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Service Experience", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including one or more "Application Identifier(s)". The PCF is notified on the Service Experience statistics or predictions including, for each Application Identifier, the list of SUPIs for which Service Experience is provided. In addition, both spatial and time validity may be provided as well as the confidence of the prediction.
	The NWDAF service to retrieve the service experience (i.e. the average observed Service MoS) is described in clause 6.4 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Network Performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Network Performance", the Target of Analytics Reporting "Internal Group Id" and the Analytics Filter including the Area of Interest. The PCF is notified on the Network Performance statistics or predictions including the Area of Interest. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "Network Performance" as described in clause 6.6 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Abnormal behaviour" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "Abnormal behaviour", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the expected analytics type or the list of Exceptions IDs and per each Exception Id a possible threshold and other Analytics Filter Information if needed. The list of Exception IDs is specified in TS 23.288 [24].
	The NWDAF services to retrieve "Abnormal behaviour" analytics are described in clause 6.7.5 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "UE Mobility" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Mobility", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Area(s) of Interest". The PCF is notified on the UE Mobility statistics or predictions as defined clause 6.7.2 of TS 23.288 [24].
	The NWDAF services to retrieve "UE Mobility" analytics are described in clause 6.7.2 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "UE Communication" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE communication", the Target of Analytics Reporting "SUPI", "Internal Group Id" and the Analytics Filter may include one or more "Application Identifier(s)". The PCF is notified on the UE communication statistics or predictions including list of application(s) in use and corresponding characteristics, e.g. start time and duration time. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "UE Communication" analytics are described in clause 6.7.3 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "User Data Congestion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "User Data Congestion", the Target of Analytics Reporting containing a SUPI and the Analytics Filter may include Area of Interest and reporting threshold. The PCF is notified when the congestion level reaches the threshold.
	The NWDAF services to retrieve "User Data Congestion" analytics are described in clause 6.8 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "Data Dispersion" using NWDAF_AnalyticsSubscription_Subscribe service operation including the Analytics ID "UE Dispersion Analytics" and the dispersion analytic (DA) type, i.e. Data or Transactions. The Target of Analytics Reporting containing "SUPI", "Internal Group Id" or "any UE", and the Analytics Filter may include a list of TA(s) or an Area of Interest, or a list of Cells, or an S-NSSAI or top heavy users. With the Data Volume Dispersion Analytics type, the PCF may calculate the average data rate in the network slice by subscribing to notifications of network analytics related to Data Volume Dispersion in the network slice for a duration of interest when it sets the Target of Analytics Reporting as "any UE" and the Analytics Filter as the S-NSSAI.
	The NWDAF services to retrieve "Data Dispersion" analytics are described in clause 6.10 of TS 23.288 [24].
-	The PCF may subscribe to notifications of network analytics related to "WLAN performance" using the Nnwdaf_AnalyticsSubscription_Subscribe service operation including the Analytics ID "WLAN performance", the Target of Analytics Reporting "SUPI", "Internal Group Id" or "any UE" and the Analytics Filter including the Area of Interest, SSID(s), or BSSID(s). The PCF is notified on the WLAN performance statistics or predictions. In addition, the confidence of the prediction may be provided.
	The NWDAF services to retrieve "WLAN performance" analytics are described in clause 6.11 of TS 23.288 [24].
Possible triggers for the PCF to subscribe to analytics information from the NWDAF may include:
-	Requests from AF/NEF;
-	AM Policy association establishment or modification request from the AMF;
-	SM Policy association establishment or modification request from the SMF;
-	Notifications received from UDR or CHF on UE subscription change;
-	Analytics information received.
The trigger conditions may depend on operator and implementation policy in the PCF. When a trigger condition happens, the PCF may check local configuration or evaluate operator policy to decide if any analytics information is needed and if so, initiate a subscription to the analytics information from the NWDAF.
The PCF may, upon a request from AF/NEF for negotiation for future background data transfer, subscribe to the network analytics related to "Network Performance" from the NWDAF to assist in determination of BDT policies as described in clause 6.1.2.4.
The PCF may, upon AM or SM Policy association establishment or modification request from the AMF or SMF, or based on notifications received from UDR or CHF on UE subscription change, decide that network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE is needed for policy decision and therefore subscribe to notifications of network analytics related to "Abnormal behaviour", "UE Mobility" or "UE Communication" of the UE from the NWDAF.
The PCF may, upon reception of analytics information, subscribe to other analytics information from the NWDAF.
The PCF may use the network analytics information from NWDAF as input to its policy decision to apply operator defined actions for session management related policy control (as described in clauses 6.1.3), and non-session management related policy control (as described in clauses 6.1.2) and network slice related policy control (as described in clause 6.1.34).
Examples of operator policies including network analytics information from NWDAF as inputs for policy decisions included below:
-	Based on the notification of "Load Level Information" of the Network Slice Instance, the PCF may verify if the RFSP index value needs to be modified for a SUPI for which an AM Policy Association is created; this is based on operator policies in the PCF, as defined in clause 6.1.2.1.
-	Based on the Service Experience statistics or predictions, the PCF may check the 5QI values assigned to the Application, and may use this as input to calculate and update the authorized QoS for a service data flow template.
-	The PCF may use the network analytics related to "Network Performance" as input to calculate the background data transfer policies that are negotiated with the ASP, as defined in clause 6.1.2.4.
-	Based on the UE mobility statistics or predictions, the PCF may adjust Service Area Restriction as defined in clause 6.1.2.1.
-	The PCF may use the network analytics related to "Unexpected UE location" as input to determine the Service Area Restrictions defined in clause 6.1.2.1, "Suspicion of DDoS attack" or "Too frequent Service Access" to request the SMF to terminate the PDU Session as defined in clause 6.1.3.6, "Wrong destination address" to perform gating of a service data flow as defined in clause 6.1.3.6 and "Unexpected long-live/large rate flows" to perform QoS related policies such as gating or policing as defined in clause 6.2.1.1.
-	Based on the WLAN performance statistics or predictions, the PCF may update WLANSP as defined in clause 6.1.2.2.1.
-	The PCF may also use the network analytics as input to its policy decision to apply operator defined actions for example for the UE context(s) or PDU Session(s).
Examples of operator policies including combination of multiple network analytics from NWDAF as inputs for policy decisions are included below:
-	Based on the notification of application(s) in use, either from NWDAF provided by "UE Communication" analytics or from other NFs depending on the method to be used, the PCF may request the "Service Experience" analytics for each application in use) where the UE is located, as determined by the PCF operator policies Then the PCF may use this information as input to determine if change the RFSP index value is needed.
-	Based on the notification of "User Data Congestion", the PCF may further request the NWDAF to report the "Data Dispersion Analytics" of either a UE or just the Top Heavy UEs located at the congested area of interest. To mitigate the reported or predicted congestion at the area of interest, the PCF may perform:
-	AM policy modification to update UE-AMBR, RFSP index and/or service area restriction, for those UEs reported as heavy users.
-	SM policy modification to update the policies in the SMF for those UEs reported as heavy users.
* * * * Fourth change * * * *
6.1.4	Network slice related Ppolicy control for data rate per network slice
[bookmark: _Toc75429294]6.1.4.1	General
Network slice related policy control supports limitation of the data rate per network slice.
A Maximum Slice Data Rate can be configured for an S-NSSAI (indicating the network slice subject to network slice data rate limitation control) by the operator (e.g. based on an SLA related to the network slice). The Maximum Slice Data Rate has an UL and a DL value.
The network slice mMaximum UL/DL Slice Ddata rRate per S-NSSAI is defines the maximum allowed aggregate data rate across all GBR and Non-GBR QoS fFlows within the network slice in UL/DL identified by an S-NSSAI.
NOTE 1:	The maximum data rate of the Non-GBR QoS Flows is controlled via the authorized Session-AMBR while the maximum data rate of the GBR QoS Flows is controlled via the authorized MBR value in the PCC rules of GBR service data flows.
The PCF monitors the data rate of the network slice and ensures that it does not to exceed the network slice mMaximum Slice UL/DL dData rRate per S-NSSAIfor that network slice by e.g. rejecting new SM Policy Associations, rejecting new GBR service data flows with high GBR requirements, changing the Authorized Session-AMBR values (if allowed by the HPLMN), changing the MBR values in PCC rules belonging to GBR service data flows or other actions depending on operator policies. 
[bookmark: _Toc75429295]NOTE 2:	It is recommended to avoid frequent policy decisions which trigger a signalling with the UE (like change of Authorized Session-AMBR or change of MBR in a PCC rule belonging to a GBR service data flow).
NOTE 3:	Based on operator policy it is also possible to accept the exceeding of the Maximum Slice Data Rate by new PDU Sessions or PCC rules belonging to GBR service data flows and to apply a different charging for them.
NOTE 4:	Subject to operator policy and national/regional regulations, prioritised services and emergency services may be exempted from the limitation of data rate per network slice.
NOTE 5:	A single PCF can be used for the monitoring and limitation of the data rate per network slice. To enable this, the SMF has to select the same PCF instance for all PDU Sessions of the UE to the S-NSSAI. This is achieved as described in clause 6.3.7.1 of TS 23.501 [2], for example by using local operator policies in the SMF, SUPI ranges or explicit indication from the AMF to select the PCF selected for the UE.
6.1.4.2	Policy control for data rate per network slice with assistance of the NWDAF
If the NWDAF is used for network slice data rate analysis, the PCF consumes the analytics from the NWDAF and receive the utilized bandwidth of the network slice as part of the Data Volume Dispersion Analytics statistics outputs for all UEs per specific time window as defined in TS 23.288 [24]. If the utilized bandwidth of the network slice exceeds the maximum UL/DL data rate per this S-NSSAI which is obtained from the UDR, based on operator policy, the PCF may reject the establishment of SM policy association for the new PDU sessions or may take other actions that depend on the operator policies configured according to the SLA for this S-NSSAI (e.g. accept the new PDU Sessions then the excess of traffic may be charged differently).
Editor's note:	This clause is incomplete and needs addressing whether this works with multiple PCF and if so how, what are the exact parameters input to NWDAF (if more than what is already specified above is needed). Also there needs to be some detail on the frequency of the information collection needed.
[bookmark: _Toc75429296]6.1.4.3	Network slice data rate enforcement without assistance of the NWDAF
If the NWDAF is not deployed or is not to be used for network slice data rate analysis, the PCF deducts the value of the authorized Session-AMBR and MBR per SDF from the remaining data rate per S-NSSAI and stores it in the UDR. When the remaining data rate for that S-NSSAI is close to zero, the PCF may reject the establishment of SM policy association for the new PDU sessions in the S-NSSAI or may accept the establishment of SM policy associations with PCC rules including only non-GBR values or with a different charging key.
[bookmark: _Toc45194862][bookmark: _Toc47594274][bookmark: _Toc51836905][bookmark: _Toc75429301][bookmark: _Toc75429309]* * * * Fifth change * * * *
6.2.1.1.x	Network slice related functionality
The PCF provides the following network slice related functionality:
- 	Limitation of the data rate per network slice (as described in clause 6.1.4).
* * * * Sixth change * * * *
[bookmark: _Toc19197364][bookmark: _Toc27896517][bookmark: _Toc36192685][bookmark: _Toc37076416][bookmark: _Toc45194866][bookmark: _Toc47594278][bookmark: _Toc51836907][bookmark: _Toc75429303]6.2.1.3	Policy control subscription information management
The PCF may request subscription information at PDU Session establishment, PDU Session modification and during the UE Policy Association Establishment procedure.
The PCF may receive notifications on changes in the subscription information. Upon reception of a notification, the PCF shall make the policy control decisions necessary to accommodate the change in the subscription and shall update the SMF and/or the AMF if needed.
NOTE 1:	How the PCF provisions/retrieves information related with policy control subscription data is defined in TS 23.501 [2].
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "UE context policy control data" is described in Table 6.2-1:
Table 6.2-1: UE context policy control subscription information
	Information name
	Description
	Category

	Subscriber categories
	List of category identifiers associated with the subscriber
	Optional

	Tracing Requirements
	Tracing requirements as defined in TS 32.421 [18]
	Optional

	PEI
	The Permanent Equipment Identifier of the UE.
	Optional

	OSId
	Identifies the operating system supported by UE.
	Optional

	Indication of UE support for ANDSP
	Indicates the UE support for ANDSP.
	Optional

	S-NSSAI subscription information
	Contains the list of subscribed S-NSSAIs, its associated subscribed DNNs. For each DNN, it includes the Allowed PDU Session types, the Allowed SSC modes and the ATSSS information (NOTE).
	Optional

	NOTE:	ATSSS information is defined in TS 23.502 [3] Table 5.2.3.3.1-1 and Indicates whether MA PDU Session establishment is allowed.



NOTE 2:	S-NSSAI subscription information can be part of UE context policy control subscription information and Session Management Subscription data/Slice Selection Subscription data. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
The policy control subscription profile information provided by the UDR at PDU Session establishment, using Nudr service for Data Set "Policy Data" and Data Subset "PDU Session policy control data" is described in Table 6.2-2.
Table 6.2-2: PDU Session policy control subscription information
	Information name
	Description
	Category

	Allowed services
	List of subscriber's allowed service identifiers
	Optional

	Subscriber categories 
	List of category identifiers associated with the subscriber
	Optional

	Subscribed GBR
	Maximum aggregate bitrate that can be provided across all GBR QoS Flows for the DNN and S-NSSAI.
	Optional

	ADC support
	Indicates whether application detection and control can be enabled for a subscriber
	Optional

	Subscriber spending limits control
	Indicates whether the PCF must enforce policies based on subscriber spending limits
	Optional

	IP index information
	Information that identifies the IP Address allocation method during PDU Session establishment
	Optional

	Background Data Transfer Reference ID(s)
	Reference ID(s) for Background Data Transfer Policies that apply to the UE.
	Optional

	Local routing indication
	Indication on whether AF influence on traffic routing is allowed or not allowed
	Optional

	Subscribed UE-Slice-MBR
	Subscribed UE-Slice-MBR value per S-NSSAI
	Conditional (NOTE 2)

	Charging related information
	This part defines the charging related information in the policy control subscription profile
	

	Default charging method
	Default charging method for the PDU Session (online / offline)
	Optional

	CHF address
	The address of the Charging Function and optionally the associated CHF instance ID and CHF set ID (see clause 6.3.1.0 of TS 23.501 [2])
	Optional

	Usage monitoring related information
	This part includes a list of usage monitoring profiles associated with the subscriber. Each usage monitoring profile is logically associated with a particular operator offer, and includes the following elements
	

	Monitoring key
	An identifier to a usage monitoring control instance that includes one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Indicates the scope of the usage monitoring instance (PDU Session level or per Service)
	Optional

	Start date
	Start date and time when the usage monitoring profile applies
	Optional

	End date
	End date and time when the usage monitoring profile applies
	Optional

	Volume limit
	Maximum allowed traffic volume
	Optional

	Time limit
	Maximum allowed resource time usage
	Optional

	Reset period
	Time period to reset the remaining allowed consumed usage for periodic usage monitoring control (postpaid subscriptions)
	Optional

	MPS subscription data
	This part defines the MPS subscription information in the policy control subscription profile
	

	MPS priority
	Indicates subscription to MPS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	IMS signalling priority
	Indicates subscription to IMS signalling priority service; priority only applies to IMS signalling traffic
	Conditional (NOTE 1)

	MPS priority level
	Relative priority level for multimedia priority services
	Conditional (NOTE 1)

	MCS priority
	Indicates subscription to MCS priority service; priority applies to all traffic on the PDU Session
	Conditional (NOTE 1)

	MCS priority level
	Relative priority level for MCS services
	Conditional (NOTE 1)

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).
NOTE 2:	The information is present when the monitoring of the UE-Slice-MBR for an S-NSSAI is performed at the PCF. There may be a UE-Slice-MBR value for each S-NSSAI, if applicable.



NOTE 3:	Subscribed UE-Slice-MBR can be part of the Access and Mobility Subscription data as described in clause 5.2.3.3.1 of TS 23.502 [3] and can be part of the PDU Session policy control subscription information as described in Table 6.2-2. UDR implementation and the provisioning system are responsible for keeping the consistency of this information when both Data Sets are stored in the same UDR. The provisioning system is responsible for keeping the consistency of this information when both Data Sets are stored in different UDRs.
Table 6.2-3: Remaining allowed usage subscription information
	Information name
	Description
	Category

	Remaining allowed usage related information
	This part includes a list of Remaining allowed usage associated with the subscriber.
	

	Monitoring key
	An identifier to a usage monitoring control included one or more PCC rules
	Conditional (NOTE 1)

	Usage monitoring level
	Iindicates the scope of the usage monitoring (PDU Session level or service level)
	Optional

	Volume usage
	Remaining allowed traffic volume
	Optional

	Time usage
	Remaining allowed resource time usage
	Optional

	NOTE 1:	The information is mandatory if the specific part is included in the subscription information (e.g. the monitoring key is mandatory if the usage monitoring information part is included).



The Allowed services may comprise any number of service identifiers allowed for the subscriber in the PDU Session. The PCF maps those service identifiers into PCC rules according to local configuration and operator policies.
The Subscriber category may comprise any number of identifiers associated with the subscriber (e.g. gold, silver, etc.). Each identifier associates operator defined policies to the subscriber that belong to that category.
The Usage monitoring related information may comprise any number of usage monitoring control instances associated with the subscriber. In each usage monitoring control instance is mandatory to include the Monitoring key. The Reset period only applies to usage monitoring control instances that periodically reset the allowed usage (e.g. daily, monthly, etc.). If the Reset period is not specified, the usage monitoring control instance ends when the allowed data is consumed or when the End date is reached. The usage monitoring related information is used by the PCF instead of the respective information for the subscriber category.
The policy subscription profile may be extended with operator-specific information. Operator-specific extensions may be added both to any specific part of the policy control subscription information (e.g. to the subscriber category part), or as a new optional information block.
Handling of operator specific policy data by the PCF is out of scope of this specification in this release.
The policy control subscription profile information provided by the UDR during the UE Policy Association Establishment procedure using Nudr service for Data Set "Policy Data" and Data Subset "Policy Set Entry" is described in Table 6.2-4.
Table 6.2-4: Policy Set Entry
	Information name
	Description
	Category

	Policy Set Entry
	List of PSIs and content for each PSI. Content may be Access Network Discovery & Selection Policy Information or UE Route Selection Policy information or both.
	Optional



The network slice specific policy control information is per PCF S-NSSAI information provided stored by the UDR to aand updated by the PCF during PDU Session Association Establishment or Modification procedure using Nudr service for Data Set "Policy Data" and Data Subset "Network Slice Specific Control Data" is described in Table 6.2-5:
Table 6.2-5: Network slice specific policy control information
	Information name
	Description
	Category

	Maximum Slice Data Rate for UL data rate (per S-NSSAI)
	The maximum uplink data rate limited for athe specific network slice.
	Optional
(NOTE 2)

	Maximum Slice Data Rate for DL data rate (per S-NSSAI)
	The maximum downlink data rate limited for athe specific network slice.
	Optional
(NOTE 2)

	Remaining Maximum Slice Data Rate for UL data rate (per S-NSSAI)
	The remaining maximum uplink data rate limited for athe   specific network slice. (NOTE 1)
	Optional
(NOTE 3)

	Remaining Maximum Slice Data Rate for DL data rate (per S-NSSAI)
	The remaining maximum downlink data rate limited for athe specific network slice. (NOTE 1)
	Optional
(NOTE 3)

	NOTE 1: 	The initial value is set to the Maximum Slice Data Rate for UL/DL value. 
NOTE 2:	The information is only used for limitation of data rate per network slice with assistance of the NWDAF.
[bookmark: OLE_LINK31]NOTE 3:	The information is only used for limitation of data rate per network slice with PCF based monitoring.


[bookmark: _Toc75429310]* * * * Seventh change * * * *
6.2.1.10	Monitoring the data rate per Network Slice
[bookmark: _Toc75429311]6.2.1.10.1	General
The PCF supports monitoring and limitation of the data rate per S-NSSAI.
If the S-NSSAI is subject toof network slice specific data rate limitation the Remaining Maximum Slice Data rate per S-NSSAI is stored in the UDR as Data Set "Policy Data" and Data Subset "Network Slice Specific Policy ControlRemaining Data Rate" as defined in clause 6.2.1.3.
The PCF interacts with the UDR to update the network slice specific policy control information per S-NSSAI in the UDR, i.e. the Remaining Maximum Slice Data Rate per S-NSSAI, so that the usage of multiple PCFs for the same S-NSSAI is enabled.
[bookmark: _Toc75429312]6.2.1.10.2	Monitoring the data rate per Network Slice by using QoS parameters
For the purpose of monitoring the data rate per S-NSSAI, the PCF shall perform the following for an SM Policy Association with an S-NSSAI subject to data rate limitation:
-	At the establishment of a SM Policy Association, the PCF shall check whether the Remaining Maximum Slice Data Rate is higher than the Authorized Session-AMBR. If so, the PCF shall deduct the value of the Authorized Session-AMBR allocated to the PDU Session from the rRemaining Maximum Slice dData rRate for that S-NSSAI in the UDR. If the Remaining Maximum Slice Data Rate is not sufficient, the PCF shall reject the establishment of the SM Policy Association.
-	At the time a PCC Rule of a GBR service data flow is installed, modified or activated in the SMF, the PCF requests reporting "Successful resource allocation" with the corresponding Policy Control Request Trigger. When the SMF reports that the resources are successfully allocated, the PCF shall deduct the value of the MBR authorized for the GBR service data flow from the Remaining Maximum Slice Data Rate for that S-NSSAI in the UDR.
-	At the time a change of Authorized Session-AMBR occurs or a PCC Rule containing a GBR value is removed or modified, the PCF shall update the Remaining Maximum Slice Data Rate for that S-NSSAI in the UDR accordingly.
-	If the Remaining Maximum Slice Data Rate for that S-NSSAI reaches a (operator defined) threshold that indicates that it is closer to zero, the PCF may apply a policy decision to strengthen the traffic restrictions for individual PDU Sessions or PCC rules (see clause 6.1.4.1e.g. reject new SM Policy Associations, reject new GBR service data flows with high GBR requirements, change Authorized Session-AMBR values (if allowed by the HPLMN), change MBR values in PCC rules belonging to GBR service data flows) and interact with the SMF accordingly. When the Remaining Maximum Slice Data Rate for that S-NSSAI increases again, the PCF may relax the traffic restrictions for individual PDU Sessions or PCC rules.
NOTE:	It is recommended to avoid frequent policy decisions which trigger a signalling with the UE (like change of Authorized Session-AMBR or change of MBR in a PCC rule belonging to a GBR service data flow).
-	At the time the SM Policy Association for an S-NSSAI subject to data rate limitation is terminated, the PCF shall add the value of the Authorized Session-AMBR allocated to the PDU Session to the Remaining Maximum Slice Data Rate for that S-NSSAI in the UDR.
* * * * End of changes * * * *


